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Online shopping has become increasingly popu-
lar in recent years. E-commerce sales surpassed 
$6.5 trillion in 2023 and are expected to total over 
$8.1 trillion by 2026.1 Convenience of product vari-
ety and online competition have contributed to this 
trend, as many retailers have also expanded their 
online presence to meet the growing demand for 
virtual shopping experiences. Ten years ago, for 
example, retail leader H&M had physical stores in 
83% of its target markets.2 Today, 78% of its target 
markets feature a combination of both offline and 
online stores.3 The spike in online shopping means 
more merchants and more transactions via online 
marketplaces, exposing e-commerce platforms like 
Amazon, eBay, and Alibaba to increased potential 
liability for intellectual property violations.

Online platforms are exposed to potential liabil-
ity when they directly violate intellectual-property 
rights and, under certain circumstances, when 
merchants operating on these platforms engage in 
intellectual-property violations. Copyright, trade-
mark, and patent law come into play, requiring 
these platforms to act on infringing products and 
images on their websites. Still, certain safe harbors 
and exceptions may shield e-commerce companies 
from liability. This nuanced legal landscape ulti-
mately makes it challenging for intellectual-prop-
erty owners to hold e-commerce platforms liable for 
intellectual-property violations.

Copyright Liability
E-commerce platforms often face copyright-

infringement lawsuits because the Copyright Act 
safeguards the exclusive rights of copyright owners, 
including the rights to reproduce, distribute, perform, 

display, and create derivative works of copyrighted 
works, which can be particularly relevant when list-
ing products or showcasing images on e-commerce 
platforms.4 In protecting a copyright owner’s exclusive 
entitlement to this bundle of rights, the Copyright 
Act “expressly creates liability only for direct copy-
right infringers.”5 Direct infringement occurs when 
a party violates at least one of these exclusive rights 
granted to a copyright owner.6 But others can be held 
liable through two copyright doctrines that establish 
secondary liability: contributory infringement (the 
intentional inducement or encouragement of direct 
infringement) and vicarious liability (profiting from 
direct infringement while declining to exercise a right 
to stop or limit it).7 In sum, copyright infringement 
may be direct, contributory, or vicarious providing a 
plaintiff with three discrete pathways to demonstrate 
an alleged infringer’s liability.

The DMCA as an Affirmative 
Defense

E-commerce companies are often shielded from 
copyright liability under the Digital Millenium 
Copyright Act (DMCA) safe-harbor provisions.8 
Signed into law in 1998, the DMCA provides 
a framework for addressing copyright infringe-
ment on the Internet and contains a safe harbor 
that protects online service providers, including 
e-commerce platforms, from liability for copyright 
infringement committed by their users. The Ninth 
Circuit has characterized the DMCA as “plac[ing] 
the burden of policing copyright infringement 
… squarely on the owners of the copyright.”9 
E-commerce defendants commonly raise the 
DMCA as an affirmative defense in copyright-
infringement lawsuits because eligible defendants 
cannot be held liable for infringement.10

To qualify for DMCA safe-harbor protection, a 
service provider must meet threshold conditions, 
including that the service provider (1) implements 
a policy with a working notification system that 
allows it to terminate users who repeatedly violate 
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the rules, (2) informs users about its policy, and (3) 
does not actively prevent copyright owners from 
collecting information needed to issue notifica-
tions.11 Providers must also meet additional condi-
tions determined by the type of online material at 
issue.12

Section 512(c) of the DMCA, which immunizes a 
service provider from liability for copyright infringe-
ment stemming from its “storage at the direction of a 
user of material that resides on a system or network 
controlled or operated by or for the service provider,” 
is commonly at issue in cases involving e-commerce 
platforms. To be eligible for protection under Section 
512(c), a service provider must also establish that it 
does not have knowledge that material on its network 
is infringing, does not receive a financial benefit 
directly attributable to any infringing activity that it 
has the right and ability to control, has expeditiously 
disabled access to allegedly infringing material, and 
has a designated agent to receive notifications of 
claimed infringement.

Rosen v. eBay, Inc. is illustrative. There, e-commerce 
giant eBay successfully invoked the DMCA safe-harbor 
defense under Section 512(c). Plaintiff Barry Rosen 
sued eBay for infringing his copyright on photographs 
offered for sale by third-party merchants on eBay.13 
Rosen argued that although eBay had implemented 
a termination policy for repeat infringers, eBay had 
not provided documentation showing terminations 
for such offenders, and had not adequately informed 
users of the terms of its policy because users did not 
know “specifically what eBay’s policy is.”14 The court, 
however, found that a declaration from eBay that it 
suspended repeat offenders was sufficient to evidence 
terminations, and that eBay sufficiently put users 
on notice that they face exclusion from eBay if they 
repeatedly violate copyright laws. The DMCA “does 
not require that a service provider reveal its decision-
making criteria to its users,” and “implementation of 
a policy need not be perfect” to qualify a service pro-
vider for protection under the DMCA.15

Rosen also argued that eBay received a financial 
benefit from infringing activity that it could control, 
and therefore was not eligible for protection under 
Section 512(c).16 The court disagreed, finding that 
eBay did not control the infringing activity because 
eBay “does not direct users what to list, does not come 
into contact with the items being posted, and beyond 
the basic content requirements, has no control over 
what its users list until the listing is complete.”17 As 
a result, the court granted summary judgment on the 
grounds that eBay was eligible for safe-harbor protec-
tion under Section 512(c).

Direct Infringement and the 
“Volitional-Act” Requirement

Direct copyright infringement occurs when a party 
violates one of the exclusive rights granted to a copy-
right owner,18 but a party cannot be held liable unless 
they have committed a “volitional act” that facilitates 
the infringement.19 A volition act is established by 
the active participation in, or exercise of control over, 
the infringing activities, such as “selecting” copyright 
works for upload, download, transmission, or stor-
age, or “instigating” any copying, storage, or distribu-
tion of copyrighted works.20 General operation of a 
website and activities instigated by others may not 
meet the threshold.21

This issue arose in VHT, Inc. v. Zillow Group, Inc., 
where photography studio VHT sued real-estate-
marketplace website Zillow for copyright infring-
ment of its photographs.22 The Ninth Circuit affirmed 
that Zillow did not directly infringe VHT’s copyright 
because Zillow did not engage in “volitional con-
duct.”23 Zillow had received VHT’s photos through 
feed providers, which were displayed on Zillow’s web-
site.24 The Ninth Circuit was persuaded that the feed 
providers, not Zillow, selected and uploaded every 
photo, and that Zillow therefore did not “exercise 
control” over these photos beyond generally operating 
the website.25

Notably, in the same case, a jury found, the dis-
trict court upheld, and Zillow did not appeal, that 
Zillow directly infringed on a separate set of VHT 
photographs displayed elsewhere on Zillow’s site.26 
For those photographs, Zillow employed moderators 
to manipulate certain photographs to make them 
searchable.27 This active conduct and exercise of con-
trol met the volitional-conduct requirement.28

The volitional-conduct test was also met in Williams-
Sonoma, Inc. v. Amazon.com, Inc., where home-goods 
retailer Williams-Sonoma sued Amazon for directly 
infringing its photograph of its signature Peppermint 
Bark candy.29 William-Sonoma alleged that once 
Amazon’s sellers upload images to Amazon’s catalog, 
the sellers have no role in image-selection, and that 
Amazon in its sole discretion decides which photos 
to display.30 Amazon argued that Williams-Sonoma 
did not plausibly allege that Amazon, as opposed to 
its marketplace sellers, engages in volitional conduct 
that infringed Williams-Sonoma’s copyrights.31 The 
court disagreed, explaining that Amazon “not only 
curates and selects the images to be searched out 
by others, it publishes them”—“[u]nlike the mod-
erators in Zillow, Amazon is actually performing 
the acts of reproduction and display that constitute 
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infringement,” transforming Amazon “from a passive 
host to a direct cause of the infringment.”32

As intermediaries in online transactions between 
buyers and sellers, e-commerce companies may find 
advantages in the volitional-conduct test. Holding 
an e-commerce platform directly liable for copyright 
infringement can be challenging due to its role as 
a facilitator. If the platform primarily serves as a 
medium for users to engage in buying and selling 
activities without actively participating in volitional 
conduct contributing to copyright infringement, it 
may not be held directly responsible for the actions 
of its users.

Contributory Infringement 
and Specific Knowledge

Contributory copyright infringment is one of two 
copyright doctrines that establish secondary liability. 
Under this doctrine, a plaintiff must prove direct 
infringement by a primary infringer, knowledge of the 
infringement, and inducement or material contribu-
tion to the infringing conduct.33 E-commerce plat-
forms risk liability for contributory infringment where 
they receive notice about an alleged act of infringe-
ment on their platform and then take no action to 
end it.34 But a plaintiff must show that a contributory 
infringer has knowledge of specific infringing activ-
ity.35 Generalized knowledge is not enough.36

The court examined whether Amazon had sufficient 
specific knowledge to establish contributory infring-
ment in Lee v. Amazon.com Inc., where the heirs to 
a composer sued Amazon for the sale of karaoke 
machines that allegedly infringed the copyrights of 
the composer’s music.37 The plaintiffs argued they had 
submitted five takedown requests to Amazon through 
its online infringment report form, giving Amazon 
knowledge of the infringement, but that Amazon 
rejected the submissions as inaccurate or incom-
plete.38 Amazon claimed that it only had a generalized 
knowledge of the infringement because it does have 
the practical ability to supervise the millions of third-
party sellers who utilizes its services, and therefore 
relies primarily on the information contained in the 
takedown notices, “as a rights owner is in the best posi-
tion to know what it owns … and what it believes is 
infringing.”39 The court agreed with Amazon and held 
that plaintiff’s takedown notices “failed to identify the 
specific work he claims was infringed or the material 
he claims was infringing,” and were therefore insuf-
ficient to provide Amazon with specific knowledge of 
infringement.40 The court’s rationale tracks with that 
of the DMCA which, as noted above, “place[s] the 

burden of policing copyright infringement … squarely 
on the owners of the copyright.”41

The court also dismissed the complaint because 
plaintiff failed to prove the last element of contribu-
tory infringment: that defendant “induces, causes or 
materially contributes to the infringing conduct of 
another.”42 That is, plaintiff was required to show that 
Amazon took “affirmative steps…to foster infring-
ment,”43 but the only evidence was that Amazon 
played a passive role. The court stated that “Amazon’s 
indisputably passive role in a third party’s sale of the 
[machine] does not translate to Amazon intentionally 
inducing or encouraging [a third party] to infringe on 
Plaintiffs copyright.”44

The specific knowledge requirement to establish 
contributory infringement can impact rights holders’ 
ability to establish liability against e-commerce com-
panies in cases of contributory copyright infringe-
ment. E-commerce platforms often host a wide array 
of user-generated content, and determining whether 
the platform has the requisite knowledge of infringing 
activities can be a complex legal challenge. If rights 
holders fail to adequately inform online marketplaces 
of infringment, it will reduce their chances of success.

Needle in a Haystack—
Vicarious Copyright 
Infringement

The other method to establish secondary copyright 
liability is vicarious infringement, which requires 
showing that a defendant has the right and ability to 
supervise the infringing conduct and a direct finan-
cial interest in the infringing activity.45 A key factor 
in cases involving e-commerce defendants is whether 
the platform “has both a legal right to stop or limit the 
directly infringing conduct, as well as the practical 
ability to do so.”46

In VHT, for example, the court found that Zillow 
lacked practical ability to police copyright infringe-
ment for real estate photos uploaded to its website.47 
Although Zillow could identify a property by its 
address, that was not sufficient to identify a specific 
photo.48 The court held that “ferreting out claimed 
infringement … was beyond hunting for a needle in 
a haystack,” and Zillow was not required to change 
its operations to avoid assisting users’ infringement.49

Likewise, in Atari Interactive, Inc. v. Redbubble, 
Inc., the Court found that Redbubble, a global online 
marketplace, was not liable for vicarious infringement 
because it lacked the ability to monitor infringing 
images and required cooperation from the content 
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owners to determine whether particular content 
infringes.50 The Court reasoned “that finding infring-
ment would be like ‘searching for a needle in a hay-
stack’ (where Redbubble lacks knowledge of needles’ 
appearance).”51

The practical feasibility of monitoring and prevent-
ing infringement is a key factor in determining vicari-
ous copyright infringement liability for e-commerce 
platforms. If a defendant lacks the practical ability 
to police and control infringing activities, it may not 
be held vicariously liable for copyright infringement.

Trademark Infringement
Unlike the Copyright Act, which protects origi-

nal works of authorship, the Lanham Act, which 
codifies federal trademark law, protects distinctive 
symbols, names, phrases, and logos used to identify 
and distinguish goods or services in the marketplace. 
Trademark law plays a significant role in the context 
of e-commerce platforms. Online marketplaces host 
numerous sellers, so sellers rely on trademark policies 
to maintain a fair and competitive environment and 
to combat the sale of counterfeit goods. Nonetheless, 
trademark law provides its own set of hurdles that 
can make it difficult to hold e-commerce platforms 
responsible for infringement.

The “Use” Requirement 
for Direct Trademark 
Infringement

For direct infringement, a plaintiff must dem-
onstrate that the accused party uses a confusingly 
similar mark in commerce. A party that merely 
facilitates or assists others in using the trademarks 
cannot be held liable for direct infringement.52 It 
is well-established that selling an item constitutes 
“use,”53 but courts have wrestled over whether online 
marketplaces are “sellers” under this rule, as “[f]ew 
cases have addressed the liability of companies … 
who conduct their business dealings online.”54

Redbubble is an online marketplace where artists 
upload their designs for sale on a range of products. 
Once sold, Redbubble prints the designs on prod-
ucts and ships the completed items to the buyer. 
In Ohio State Univ. v. Redbubble, Inc., OSU argued 
that Redbubble “used” OSU’s trademarks by selling 
trademark-infringing products on the Redbubble 
platform.55 The district court disagreed, and held that 
Redbubble was a mere facilitator of sales between 

other parties rather than a seller itself.56 The Sixth 
Circuit reversed, first observing that “[a] retailer who 
sells products directly to a customer at a brick-and-
mortar store is indisputably a seller to whom the 
Lanham Act applies.”57 “An online marketplace like 
eBay that clearly indicates to consumers that they are 
purchasing goods from third-party sellers is not.”58 
It noted, however, that there is “no reason to restrict 
[Lanham Act] liability to those who actually create, 
manufacture[,] or package the infringing items.”59 The 
Sixth Circuit ultimately held that “Redbubble brings 
trademark-offending products into being by work-
ing with third-party sellers to create new Redbubble 
products, not to sell the artists’ products. So it’s more 
than just a passive facilitator.”60

The district court in Atari Interactive, Inc. v. 
Redbubble, Inc. examined the same issue.61 Atari, 
an old videogame company, sued Redbubble for 
trademark infringement of numerous designs sold 
on Redbubble’s platform.62 The court denied the 
parties’ cross-motions for summary judgment on 
the issue, ruling that a genuine dispute existed 
regarding whether Redbubble is a seller or facilita-
tor.63 The fact that Redbubble selects the specifica-
tions for the physical products, takes responsibility 
for damaged goods, and handles excess inventory 
generated through returns and other activities, all 
supported a finding that Redbubble is a seller.64 The 
court also recognized, however, that Redbubble’s 
description of itself as the host of a marketplace 
“where independent artists upload their designs 
and creative works for sale on a range of products” 
has some basis in fact, and that Redbubble has no 
role in the selection of the art that is placed on the 
physical product.65 Ultimately Redbubble, like some 
other e-commerce platforms, “does not fit neatly 
into the category of either an ‘auction house’ on the 
one hand, that will generally be free from liability 
for direct infringement, or a company that itself 
manufactures and ships products on the other, on 
which liability for direct infringement can be readily 
imposed.”66 In denying summary judgment, the court 
held that while there is more than “no evidence” that 
Redbubble is a seller, Atari did not establish that 
Redbubble is a seller as a matter of law.67

Whether an e-commerce platform is a “seller” and 
thus “uses” a trademark is a fact-intensive question 
that depends highly on how specific e-commerce 
companies operate. Some directly manufacture goods 
and engage in the sale of goods to consumers. Others 
are facilitators that simply connect buyers and sellers 
without directly handling the inventory. Where a spe-
cific company falls on this spectrum impacts its expo-
sure to liability for direct trademark infringement.
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Contemporary Knowledge 
and Contributory 
Infringement

As with copyright law, trademark law includes a 
well-developed legal doctrine for imposing liability on 
the proprietor of a marketplace for infringement by 
a third-party seller: contributory infringement.68 The 
relationship between contributory and direct trade-
mark-infringement liability can be traced back four 
decades to Inwood Labs., Inc. v. Ives Labs., Inc., where 
the Supreme Court ruled that manufacturers can be 
held contributorily liable for trademark infringement 
if they intentionally induced the primary infringer to 
infringe, or continued to supply an infringing product 
to an infringer with knowledge that the infringer is 
mislabeling the particular product supplied.69

Contributory infringement has since been applied 
to online platforms but, as the Ninth Circuit has 
noted, “[t]he tests for secondary trademark infringe-
ment are even more difficult to satisfy than those 
required to find secondary copyright infringement.”70 
This difficulty is partially attributable to the Second 
Circuit’s decision in the seminal case Tiffany (NJ) Inc. 
v. eBay Inc.71

There, Tiffany alleged that eBay knew or should 
have known that counterfeit Tiffany goods were 
offered on eBay.72 The district court agreed with 
Tiffany that eBay’s removal of postings and blocking 
of sellers when it received notices of specific instances 
of infringement was inadequate to avoid liability. The 
Second Circuit disagreed and held that “[f]or contrib-
utory trademark infringement liability to lie, a service 
provider must have more than a general knowledge 
or reason to know that its service is being used to sell 
counterfeit goods. Some contemporary knowledge of 
which particular listings are infringing or will infringe 
in the future is necessary.”73 This placed the burden of 
identifying and seeking the removal of counterfeit 
products squarely on Tiffany. Since Tiffany, fewer 
cases have been brought against online marketplaces 
for contributory trademark infringement, perhaps 
because of the high bar set in that case.74

Protecting Inventions - Patent 
Liability

A patent gives the patent holder exclusive rights to 
an invention, including preventing others from mak-
ing, using, selling, or importing the patented inven-
tions without the patent holder’s permission. Direct 
patent infringement may be established by showing 

that a defendant, without authority, “makes, uses or 
sells any patented invention, within the United States 
during the term of the patent….”75

Contributory patent infringement—much like 
copyright and trademark law—is based on a defen-
dant’s knowledge of the alleged infringement and 
knowledge of the patent itself.76 A cease and desist let-
ter may be used as evidence of knowledge,77 but alone 
may not be sufficient to prove the knowledge required 
to establish contributory infringement.78

In Blazer v. eBay, Inc., the court found that eBay 
was not liable for direct or contributory patent 
infringement for bee traps sold by users, even though 
the plaintiff had provided notice of alleged infringe-
ment. The court held that eBay was not liable for 
direct patent infringement because it did not offer 
for sale or sell the products listed for sale by users 
of its website.79 The court explained that “no reason-
able consumer could conclude that by bidding on an 
eBay listing, he was accepting an offer from eBay 
itself. eBay’s terms of service explicitly advise users 
that eBay is not making an offer through a listing, 
and … eBay lacks title and possession of the items 
listed.”80 The court also determined that eBay did not 
“know that the product being sold infringed a patent” 
merely because the plaintiff repeatedly notified eBay 
of its claims.81 The court explained that this was not 
sufficient for the plaintiff to avoid summary judgment 
because knowledge of a patent owner’s claims is dif-
ferent from “actual knowledge of infringment.”82

Some e-commerce platforms have patent pro-
grams that allow patent owners to address potentially 
infringing products on the platforms. For example, 
Amazon’s APEX (Amazon Patent Evaluation Express) 
program allows certain patent owners who suspect 
patent infringement on Amazon to report a viola-
tion.83 Amazon will notify the seller so it can par-
ticipate in an evaluation and defend their claim if 
they choose.84 Participation in an evaluation requires 
a monetary deposit with a neutral evaluator, who 
reviews submissions and determines whether the 
reported listing infringes the patent.85 If the evaluator 
determines the reported listing is infringing, Amazon 
removes the listing. Ostensibly, programs like these 
provide a cost-effective and expedited way for patent 
owners and sellers to handle patent disputes without 
resorting to courtroom litigation against the online 
platforms themselves.

An Alternative Approach
Intellectual-property owners may pursue alternate 

methods to thwart infringement and impose liability 
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on e-commerce platforms. For example, they may 
bring claims against e-commerce platforms that 
aid and abet merchants who defy injunctions that 
prohibit the sale of counterfeit goods. This recently 
occurred in Kelly Toys Holdings, LLC v. 19885566 
Store, where e-commerce merchants were enjoined 
from selling or marketing counterfeits of plaintiff’s 
toy.86 The injunction prohibited nonparty Alibaba 
from aiding or abetting the merchants in violating 
the injunction.87 Yet Alibaba refused to shutdown 
merchant storefronts, continued to advertise the toys, 
and allowed merchants to re-list the toy.88

The court found Alibaba partially in contempt and 
ordered Alibaba to comply with the injunction and 
pay plaintiff fees and costs.89 The court made two key 
findings that led to its decision.90 First, courts can only 
enforce an injunction against nonparties if they have 
personal jurisdiction over them.91 The court held that 
it had personal jurisdiction over Alibaba under New 
York’s personal-jurisdiction statute because “Alibaba.
com and AliExpress.com are ‘interactive’ websites 

that enable Defendants and other companies to sell 
and ship counterfeit products to consumers in New 
York.”92 Second, injunctions can only bind nonpar-
ties who are in “active concert or participation” with 
the party subject to the injunction.93 The court found 
that Alibaba provided “comprehensive ways” for the 
merchants to promote their products even after the 
injunction, and thus was in “active concert or partici-
pation” with them.94 Kelly Toys highlights the effective 
use of an injunction and claim of contempt to hold 
nonparty e-commerce platforms accountable.

In the ever-evolving e-commerce landscape, giants 
like Amazon, eBay, and Alibaba contend with the 
complexities of intellectual-property law, constantly 
facing the threat of violations. But the presence of 
safe harbors and exceptions act as robust legal safe-
guards for e-commerce platforms, creating a formi-
dable hurdle for rights holders seeking to establish 
liability against these platforms.

This article was first published in the Los Angeles 
Lawyer Magazine.
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