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INTRODUCTION

SPOTLIGHT ON BELGIUM | TRENDS IN THE LEGAL LANDSCAPE | FALL 2014

Welcome to the sixth issue of Spotlight on Belgium,

the publication through which DLA Piper’s Belgian
team brings you up-to-speed with the latest legal
updates. And as we are freshly out of the holiday
period - it may not come as a surprise that many of

our contributions have an international angle. What

are the highlights?

Employment lawyer Frederic Brasseur decodes the

analytical report on the remuneration structure,

to be used as an instrument to combat the
remuneration gap between male and female workers
within the company, which, since 25 May 2014, has
become obligatory for all undertakings who count at
least 50 workers.

Partner Patrick Van Eecke sheds light on the European

Court of Justice’s landmark ruling of 13 May 2014,
which held that data subjects in the European Union
have the right to compel Internet search engines
to remove search results linking to websites
containing personal information about them.

Together with IPT lawyer Antoon Dierick, Patrick also

discusses the cloud standardization guidelines
issued by the European Commission to boost the
offering and the uptake of Europe-based cloud
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computing services — which should result in several
billions of euros income by 2020 as well as a substantial
amount of job creation.

Patrick Van Eecke and Raf Schoefs discuss the new
Regulation of the European Parliament and the Council
on electronic identification and trust services.

In their contribution ‘A New Round of Sanctions
Against Russia’, our Trade & Government Affairs
partner Jeroen Jansen and experts Valerijus Ostrovskis
and Michael Marelus discuss how the sanctions imposed
on Russia change the legal and compliance risks and
costs of EU and international companies and individuals
doing business in Russia, Crimea and Sevastopol.

Competition partner Bertold Bar-Bouyssiere discusses
whether the French legislation to block the planned
GE-Alstom deal as a step back for the freedom of
contract in Europe in his article ‘Back to the Future?
Back to the Past!’

Our Litigation & Regulatory lawyer Michael Marelus
interviews Mr Willard Mwemba, the head of
mergers and acquisitions at the Common Market for
Eastern and Southern Africa’s Competition
Commission. They look back at the CCC’s first year,
as well as ahead to upcoming developments in the field.

Lastly, real estate partner Michael Bollen outlines the
Regulated Real Estate Company, a newly created
statute which distinguishes itself from the vastgoedbevak/
sicafi to avoid certain obligations and restrictions
associated with the statute of alternative investment
funds.

That concludes the overview of our articles, but it does
not mean we are all out of international news. Indeed,
quite the opposite is true, as we end with what is perhaps
our most exciting news of all — the new premises of

DLA Piper’s Luxembourg office further developing
our Luxembourg offering.
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Bob Martens
Country Managing Partner
bob.martens@dlapiper.com




EMPLOYMENT

THE PRACTICAL MODALITIES IN RELATION TO THE REPORT
ON THE REMUNERATION STRUCTURE ARE PUBLISHED

The Act of 12 July 2013 amending various Act in
order to combat the remuneration gap between
male and female workers introduced the duty to
draft an analytical report on the remuneration
structure and to consult the works council on this
report, notably in order to examine whether an
action plan should be drafted in order to combat
the remuneration gap between male and female
employees within the company.

While this Act is now nearly one year old, the Royal
Decrees necessary for actually executing it were only
published in the Belgian Official Journal of 25 May 2014.

The duty to issue such an analytical report applies
to all undertakings that normally count at least
50 employees. Whether or not this threshold is met
should be calculated in accordance with the Act of

20 September 1948 on the organisation of the economy.
This implies the threshold is assessed at the level of the

technical operating unit and not each company separately.

It is nevertheless less clear whether by referring to the
1948 Act the legislator also intended a reference to

the provision in this Act stating that the threshold for
establishing a works council or committee for prevention
and protection at work is assessed on the basis of the
number of employees in the calendar year preceding

the social elections.
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The report should normally be made every 2 years.
However, the first report should cover a period of

one single year, which should be the financial year closed
in 2014.

The analytical report should be communicated to the
works council and discussed within 3 months following the
end of the last financial year it relates to. There is in this
regard a legal lacuna for the companies that closed their

financial year in the first half of 2014, e.g. on 31 March 2014.

These companies should indeed also follow the 3 month
rule, notwithstanding the fact the Decrees necessary for
doing so have only been published a couple of weeks ago.

The analytical report should be drafted on the basis of

the forms included in the Royal Decree of 25 April 2014.
There is a form for technical operating units with at least
100 employees, and a reduced form for technical operating
units with between 50 and 100 employees where a union
delegation has been established.

The form includes not only information on the remuneration
in the strict sense of the word, i.e. the basic remuneration
and the variable remuneration, but also on the employer
contributions to complementary social security coverage
(pension schemes, hospitalisation insurance, etc.) and other
benefits in kind (company cars, etc.).
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The reduced form states that if a particular group only
includes 3 employees or less, the employer is not obliged
to disclose the average remuneration for this group, since,
bearing in mind the privacy legislation, the employer is
evidently not allowed to disclose the remuneration of
individual workers to the works council. We do in this
regard nevertheless point out that:

m Disclosing an average for a group of employees
only allows to leave uncertainty on the amounts
for individual employees if there are sufficient
reasons for thinking there are relevant differences
within the group concerned (e.g. if one knows the
remuneration scales mainly depend on the period of
continuous employment, and that the 3 or 4 employees
within the group have a comparable period of
continuous employment, then one can have a quite
clear idea of the remuneration for the individual
employees concerned).

m  The threshold of 3 employees also applies if
these employees are works council members,
although in that case, it is for this person obviously even
easier to have an idea of the amounts for the 2 other
members of their group.
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Once the analytical report has been drafted and
communicated to the works council, it is up to the works
council to decide whether or not it is appropriate to

draft an action plan for ensuring a remuneration structure
independent of gender. In companies which have to draft
an analytical report but do not have a works council,

this decision should be taken by the union delegation “in
consultation with the employer”, which raises the question
what should happen if the union delegation and the
employer disagree.

An employer who fails to draft the required analytical
report can be imposed a sanction of level 2 in the sense of
the Social Criminal Code, i.e. a fine of up to EUR 3.000, to
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be multiplied by the number of employees involved (subject
to a cap of 100 employees).

The same sanction can be imposed on a member of the
works council or union delegation who illegally discloses
the content of the analytical report outside the company.
This requires, however, that there is sufficient evidence of
who precisely leaked the report, which tends in practice
to be notoriously difficult to establish, as it concerns
information given to all members of a works council.

l DLA PIPER

DLA PIPER

Frederic Brasseur
Lead Lawyer, Employment
frederic.brasseur@dlapiper.com



INTELLECTUAL PROPERTY & TECHNOLOGY

PRIVACY LAW WATCH:

BLOOMBERG INTERVIEWS DLA PIPER PARTNER PATRICK VAN EECKE

In a May I3 landmark ruling, the European Court
of Justice held that data subjects in the European
Union have the right to compel Google Inc. and
other Internet search engines to remove search
results linking to websites containing personal
information about them.

Bloomberg BNA Privacy & Security Law Report Senior
Legal Editor Donald G. Aplin posed a series of questions
to Patrick Van Eecke, partner and co-chair of the
Privacy and Data Protection practice at DLA Piper in
Brussels. Van Eecke has consulted for the European
Commission, and before joining DLA Piper, he, among
other things, served as information technology and Internet
adviser to the Belgian minister of justice. Van Eecke is also
a professor in European IT law, teaching at the University
of Antwerp. He provided his insights June 3.

BLOOMBERG: Now that you have had a couple of
weeks to analyze the European Court of Justice’s
May 13 right to be forgotten ruling in Google Spain
S L v. Agencia Espanola de Proteccio’n de Datos,
No. C-131/12 (E.C.). May 13, 2014), and to mull over
its implications, what do you think is the biggest
business compliance challenge posed by the opinion?

PATRICK VAN EECKE: Many people across Europe
may wish to remove search results concerning them in
the wake of the Google Spain S L decision. Search engines,
but also other Internet services, could be flooded with
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requests to evaluate whether personal information
available through their services is “inadequate, irrelevant or
no longer relevant.”

There is also a balance to be made with the public
interest. According to the European Court of Justice’s
ruling, this balance m ay depend “on the nature of the
information in question and its sensitivity for the data
subject’s private life and on the interest of the public in
having that information, an interest which may vary, in
particular, according to the role played by the data subject
in public life.” However, the court does not say how the
assessment is to be made in practice by businesses. Such
assessments may prove to be complicated.

Not only is “relevance” highly subjective, but it also
fluctuates over time. Not all information about someone
becomes less relevant over time. For example, information
concerning someone’s conduct in the past may be
considered no longer relevant, only to become relevant
again if that conduct is repeated on a later date.

Not only is “relevance” highly subjective,
but it also fluctuates over time. Not all
information about someone becomes less
relevant over time.
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If the search engine refuses to remove search result links,
then the decision can be appealed before national data
protection authorities or national courts. However, search
engines could also refuse to make the assessment regarding
the relevance of the data and forward many, or most,
requests to data protection authorities or the national
courts. The search engine could also systematically appeal
decisions. This could mean additional delays in obtaining an
order to remove search results, and this would limit the
practical effectiveness of the court’s ruling. The impact of
the Google Spain S L decision for businesses will depend on
its practical interpretation.

Google launched its Right to be Forgotten Request
Procedure last week, in an attempt to meet the
requirements of the Court of Justice. In order to
evaluate the request, Google requires the applicant to:

(a) provide the URL for each link appearing in a Google
search for your name that you request to be removed;

(b) explain, if not clear, why the linked page is about you;
and (c) explain how this URL in search results is irrelevant,
outdated or otherwise inappropriate. Google will then
assess the request and “attempt to balance the privacy
rights of the individual with the public’s right to know and
distribute information.” When evaluating the request,
Google will look at whether the results include outdated
information about you, as well as whether there’s a public
interest in the information—for example, information
about financial scams, professional mal practice, criminal
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convictions or public conduct of government officials.
Google states that this procedure and the form are still an
initial effort and may be “refined” in the future.

BLOOMBERG: In the age of big data processing and
analytics, do you think the EC)’s focus on how the
easy ‘“‘interconnectivity” of data sets enables search
engines to make formerly more difficult-to-connect
personal data a threat to privacy demonstrates,

to some extent, a failure to recognize the reality of
how the Internet works— such as to make research
useful, help ensure the information presented is
credible and allow companies to monetize the
process through things like targeted advertising?

PATRICK VAN EECKE: One of the aims of European
data protection law is to enable transparency for the data
subject into the collection of personal information, in order
to be able to exercise rights of access, rectification and to
oppose certain forms of processing, such as processing for
marketing purposes. The court ruled in the Google Spain S L
case that search engines are allowed to create “a detailed
profile” of an individual and are responsible as controllers
of the personal data they index. The court ruled that

data subjects may therefore direct requests to the search
engine regarding this profile.
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It should be noted that in the U.S., the Federal Trade
Commission has recently issued a report in which it

raises concerns about the collection of sensitive profile
data about consumers by data brokers. Under European
data protection law, data subjects have more rights with
regards to such profiles about them. What is striking about
the Google Spain S L decision is that it applies European
data protection laws to Google Inc. based in the U.S. The
court ruled that the establishment of Google’s subsidiary
in Spain, which is engaged in selling advertising services

to Spanish businesses, was sufficient to apply European
data protection law. This results in a very wide territorial
scope of application of European data protection law, since
many businesses offering services over the Internet could
also be found to fall under its scope of application. The
fact that Google was held to be a “controller” of personal
data is significant, since other Internet services using third-
party data sources could also be found to have similar
responsibilities as a controller, as opposed to being mere
processors. The Google Spain S L decision could have broad
consequences for Internet services using personal data
obtained from third parties.

BLOOMBERG: Do you think that the creation of a
case-by-case balancing test between data subject
privacy and legitimate interests of Internet users is
a realistic, or is more detailed guidance required?

DLA PIPER

Can it be a workable standard for search engines
faced with the prospect of hiring hundreds of
new workers just to process initial requests from
data subjects and for generally under resourced
data protection authorities considering appeals?

PATRICK VAN EECKE: Companies receiving many
right to be forgotten requests will have to create internal
guidelines to handle such requests. Since the criteria
surrounding the concept of relevance are vague and
subjective, companies may face significant hurdles in
designing a workable process.

The practical interpretation of the Google S pain S L
decision by national data protection authorities and before
local courts will be key in determining how the balance
between privacy rights and other legitimate interests,
including the right to access information, to conduct a
business and the freedom of expression is to be done in
practice. We could also see proceedings against national
governments before the European Court of Hum an
Rights if the national courts or national data protection
authorities do not provide an effective way to enforce
the right to be forgotten. Finding the right balance may
prove difficult for companies faced with many right to
be forgotten requests. Google already received 12,000
requests since it launched its takedown service!
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BLOOMBERG: In strict terms, the EC) ruling
applies only to Google and similar search engines
and only to the application of the Spanish statute
with the right to be forgotten provision, but it
clearly has real and implied implications beyond
that. So how far do you think the ruling may go to
sweep in not only search engines but other online
businesses such as social media websites that com
pile and cross-reference personal information?

PATRICK VAN EECKE: The Google Spain S L decision
does not explicitly address the situation where people start
sharing links that are omitted from a search result on social
media sites such as Twitter. It is unclear whether the filtering
of search results by Google would also need to operate on
indexed public social media posts (as new links are posted).

It is unclear whether the search functionality of social
media sites, such as Twitter, would fall under the same
criteria established by the court as for search engines.

The Google Spain S L decision raises many practical
questions with regard to other Internet services
that remain largely unanswered at this time. Depending

on its application, the judgment could have limited
effectiveness, due to the many ways in which information
can be surfaced, including through social media. Similarly,
regarding news aggregators and search engines run by
media companies, newspapers and other journalism
outlets, it is unclear how the court’s judgement should
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be interpreted. Such services could be regarded as falling

under the journalism exemptions of data protection law, as
interpreted in each member state. We will have to wait and
see how the decision is interpreted before national courts.

It is equally unclear whether the search
functionality of social media sites, such as
Twitter, would fall under the same criteria
established by the court as for search
engines.

BLOOMBERG: Some have said that multinational
companies may reconsider their willingness to

do business in Europe, or at least may be more
selective in evaluating the laws of a particular
country — as many did when they relocated

EU headquarters to Ireland over the last few
years. Do you think concerns are well founded over
the potential broad extraterritorial scope of the
EC)’s ruling and how little contact a multinational
company might need with a particular EU member
state to find itself subject to a particular right to be
forgotten statutory provision?
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PATRICK VAN EECKE: The concerns are
understandable, because the main factor that the court
used to apply European data protection law was the
establishment of Google’s subsidiary on Spanish territory.
This could lead some to believe that if an Internet service
is not established in any European country, then the
reasoning of the Google Spain S L decision would not apply.
However, reading the court’s decision, it is clear that the
activity of selling advertising services to Spanish businesses
through stable arrangements was an important factor in
the court’s decision.

It is unclear what the court would have ruled if such
activities took place without a physical office or employees
in Spain. Additionally, although not explicitly mentioned by
the court, European data protection law can also be found
to be applicable if the processing occurs through the use
of equipment in a member state, such as servers in a data
center. According to previous opinions of the Article 29
Working Party, the advisory body on the European Union
Data Protection Directive (95/ 26/EC), such equipment
can also include the use of cookies on a user’s computer.
Therefore, depending on the interpretation of the ruling,
not having established offices in a European member state
may not be enough to avoid the application of European
data protection law.
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BLOOMBERG: The Article 29 Working Party of
data protection officials from the 28 EU member
states has said it will be discussing the EC] ruling at
its June plenary session, and the group’s chairwoman
has said the goal is to reach a harmonized response.
Do you think that is a realistic goal given the
differences in perceived willingness of various bloc
members to be more favorable to business interests
and ongoing arguments about deference by DPAs to
each other brought to a head in the one-stop-shop
discussions regarding the proposed data protection
regulation?

PATRICK VAN EECKE: The interpretation of the
Google Spain S L decision will depend in large part on its
interpretation by national data protection authorities. If
the data protection authorities do not reach a harmonized
response, the decision could be applied in an inconsistent
manner in different European member states. This would
have negative consequences for Internet companies
offering services in Europe due to uncertainty regarding
the uneven application of the decision.
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BLOOMBERG: Speaking of the European
Commission’s proposed data protection

regulation — which contains the now renamed right
to erasure provision — do you believe Google and
others affected by the EC] right to be forgotten
ruling might now rally to change the provision
during negotiations between the Council of the
European Union and the European Parliament?

PATRICK VAN EECKE: The Google Spain S L decision
changes the dynamic with regards to the prospects to
change the proposed data protection regulation, because
the right to erasure provision will be more firmly anchored
as a consequence of the ruling.

Internet companies may want to have they voices heard
now in discussions with regards to the right to erasure in
light of the Google Spain S L decision, since the Council aims
for adoption of the text before the end of the year.

l DLA PIPER
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Patrick Van Eecke
Partner, IPT
patrick.vaneecke@dlapiper.com
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EUROPEAN CLOUD STANDARDISATION GUIDELINES:

WHAT’S IT ABOUT?

It is no secret that the European Commission
wishes to boost the offering and the uptake of
Europe-based cloud computing services.

End of 2012, in its Communication on the “Unleashing
the Potential of Cloud Computing in Europe”, the
Commission announced that it will take the necessary
steps to undertake three key action points which should,
according to the Communication, result in several billions
of euros income by 2020 as well as a substantial amount
of job creation.

Cutting through the jungle of standards is the first
Commission action point, which aims at establishing
common standards to increase the level of interoperability,
data portability and reversibility. Proposing safe and fair
contract terms and conditions is a second key action
point, of which the below discussed guidelines form a part.
Lastly, a European Cloud Partnership has been set up with
the intent of bringing together the cloud industry and the
public sector, the EU’s largest buyer of IT services, and this
aimed at working on common procurement requirements
for cloud computing.

For each of these actions points, the Commission has set
up different expert working groups which must pave the
way to concrete initiatives in order to achieve certain
goals. It is in that framework that the Cloud Select
Industry Group (so-called “C-SIG”) on Service Level
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Agreements (SLA) has recently made public its “Cloud
Service Level Agreement Standardisation Guidelines”
(hereinafter referred to as the guidelines).

First things first: the C-SIG on SLA was established
under the second key action (safe and fair contract terms

and conditions) and had its first meeting in February 2013.

This C-SIG is composed of industry representatives,
both from the customer and provider side, and other
specialists on cloud computing, such as DLA Piper. The
aim of this C-SIG is to explore opportunities for setting
out model terms for cloud computing service level
agreements which can be used between cloud providers
and their professional users. The C-SIG therefore
focusses on a B2B environment.

This C-SIG is composed of industry
representatives and other specialists on
cloud computing, such as DLA Piper.

Now what are these above-mentioned guidelines
about and what do they stipulate? According to
the document, the guidelines aim to “provide a set of
SLA standardisation guidelines for cloud service providers
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and professional cloud service customers, while ensuring the
specific needs of the European cloud market and industry
are taken into account”. Next to providing a clear list of
definitions in relation to key elements of service level
agreements, the guidelines set out several service level
objectives (SLO) that could be stipulated in a typical B2B
cloud computing SLA.

These SLO are sub-divided into four main categories:
performance, security, data management and personal
data protection.

Each of those main categories is further sub-
divided into typical service levels which can

be found in service level agreements. Examples

of performance sub-categories are service levels on
availability (the service’s property of being accessible
and usable upon demand by the user) and response time
(the time lapse between a customer-initiated event and
the provider-initiated response to that event). For the
security category, examples are service reliability levels
(the performance of the cloud service without failure)
and authentication & authorisation (authentication being
the verification of the claimed identity of a user and
authorisation being the process of verifying that a user has
permission to access and use the service).
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The document goes further in identifying per each
of those individual service levels, why a service level p
objective could be useful, and which SLO could be DLA PIPER
relevant in the context of that particular service level.
The document does not set out individual and concrete
service levels; however, one can hardly see how it could
do given the diverse nature of cloud computing and taking

into account the cloud provider’s discretion to determine
service levels.

Patrick Van Eecke
Partner, IPT
patrick.vaneecke@dlapiper.com

What the guidelines do provide are descriptions of

technical, operational and/or legal concepts which can

generally be found in service level agreements. They

explain in clear and plain language what these concepts

mean and how they can impact the service. As a result,

this will be important for the cloud user, in order to fully DLA PIPER
understand to which service levels his service adheres.

According to the press release on the guidelines,
issued on 26 June 2014, these guidelines will help the

professional users to ensure that essential elements are 37 Antoon Dierick
included in plain language in the contract with the cloud y Associate, IPT
provider. Both Commissioners Kroes and Reding welcomed y . antoon.dierick@dlapiper.com

the guidelines and pointed out that they are likely to
increase trust towards cloud offerings, especially from
smaller firms. And more trust could signify greater uptake
which on its turn could be a driving force for innovation
and development. In other words, one step closer to the
objectives set out in the Cloud Communication.
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EUROPE BOOSTS ELECTRONIC IDENTIFICATION AND TRUST SERVICES WITH NEW REGULATION

Building trust in the online environment is key to
the development of the European digital market.
To enable secure and seamless cross-border
electronic transactions between consumers,
businesses and administrations, an enhanced and
extended EU-wide legal framework governing
electronic identification and trust service will be
put in place.

Due to the internationalisation of the market and the rise
of the digital economy, businesses were in need of tools to
safeguard and secure electronic transactions. In this regard
reliable electronic identification schemes (elD) and trust
services have been developed.

On the one hand, elD schemes allow the
authentication and identification of users (for
instance with an elD card). On the other hand, trust
services, including the creation, verification and validation
of electronic signatures (indicating that a person adopted
the content of an electronic message), electronic seals
(ensuring the origin and integrity of data), electronic time
stamps (establishing that data existed at a particular time),
electronic registered delivery services and certificates
for website authentication, permit to increase trust and
confidence in an online environment.

While all those technologies have been available for some
time, no comprehensive EU cross-border and cross-sector
framework existed, with the exception of an imperfect
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and outdated directive on electronic signatures. As a
consequence, the market for such services became very
fragmented, and divergent national rules across Europe
impeded the cross-border use and provision of trust
services. Moreover, many businesses had the impression
that there were fewer legal safeguards available in an online
environment than with physical interaction. To overcome
those obstacles and to strengthen the effectiveness

of public and private online services in the EU, a new
regulation on electronic identification and trust services
has been adopted in July 2014.

EASIER AND MORE SECURE ELECTRONIC
TRANSACTIONS

The regulation aims to provide a predictable regulatory
environment for trust services. As the regulation will

be directly applicable in all EU countries, businesses will

no longer be confronted with a patchwork of national
legislations, Instead, they will only need to comply with one
common set of rules, which is expected to give a boost to
the cross-border use and provision of trust services.

As regards content, one of the most important innovations
of the regulation is that people and businesses will be

able to use and leverage their own national elD schemes
to access at least public services in other EU countries
where elDs are available. Such mutual recognition and

interoperability of elD schemes will for instance allow a
Belgian student to enrol at a German University, or permit
an Estonian citizen to fill out online tax returns in Germany.

Furthermore, and in addition to enhancing and expanding
the existing rules on electronic signatures, the regulation
introduces, for the first time, EU-wide rules concerning
trust services. Said services may circulate freely within

the EU, and should, under conditions, be recognised in all
other EU countries. More specifically the new regulation
will allow businesses to participate electronically to a
public call for tenders launched by the administration of a
different EU country, without incurring any interoperability
problems. Similarly, a business will be able to sign contracts
electronically with a counterparty based in another EU
country, without fearing divergent legal requirements.
Furthermore, also a notice of default may be delivered
electronically from one EU country to another. And finally,
e-commerce and e-banking will become more trustworthy
when consumers will be able to verify that they indeed
access the website of the merchant of their choice instead
of a fake one.

As 13 million EU citizens work in another EU

country, and more than 8 million SME’s engage in
cross-border activit